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SHE@CYBER: LOGRAR LA INCLUSION EN
EL SECTOR DE LA SEGURIDAD INFORMATICA

El proyecto SHE@CYBER aborda las deficiencias criticas y las estrategias para apoyar una fuerza laboral mas diversa
y cualificada en el ambito de la ciberseguridad, con especial atencion a la participacion femenina. Los objetivos
principales son identificar los retos relacionados con la fuerza laboral en el dmbito de la ciberseguridad,
centrandose en las competencias, las desigualdades educativas y las brechas de género. Ademas, formular
recomendaciones estratégicas, desarrollando programas educativos especificos, una plataforma de aprendizaje
digital y creando programas de formacién para formadores con el fin de colmar las brechas de género. Por ultimo,
mediante la puesta en marcha de iniciativas de diversidad e inclusién, ofreciendo modalidades de trabajo flexibles
y aplicando politicas neutras desde el punto de vista del género.

es y de género de la
eteéncias técnicas

como las transversales importantes para los profesionales de la seguridad

informatica, en particular las mujeres.

El proyecto no solo se centra en la proteccién de los sistemas digitales, sino

también en equilibrar cuestiones éticas como la privacidad, la integridad de

los datos y el cumplimiento de la ley. Se abordan algunos de los principales retos

éticos, como el tratamiento de datos personales, la prevenciéon de

ataques cibernéticos y cuestiones como la privacidad frente a la seguridad vy el

cierre responsable de datos.

El SHE@CYBER TRAINING PROGRAM consiste en ofrecer mentorias a las
Mmujeres para ayudarlas a crear redes, desarrollar habilidades de liderazgo,
gestionar el estrés y los conflictos, contribuyendo asi a su crecimiento
profesional.

El aprendizaje continuo y las culturas inclusivas se promueven como elementos
clave para superar los prejuicios y crear una fuerza laboral resiliente y cualificada
en el campo de la ciberseguridad.

En conclusion, al promover la igualdad de género y la inclusién, SHE@CYBER
pretende reforzar el panorama de la ciberseguridad en Europa. El seguimiento y
la adaptacion a largo plazo son fundamentales para el éxito del proyecto, que
promete una fuerza laboral resiliente, cualificada y diversa, capaz de afrontar los
retos futuros de la ciberseguridad.
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